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# Memorandum

To: Management

From: Team 14

Date: February 18, 2023

Subject: TFTP Server Installation

In response to your request to install a TFTP server on the network, we are happy to inform you of its successful integration. We chose to install the TFTP server on the Windows Server 2012 Active Directory machine, as securing the server on this machine would be the easiest and most effective. We installed the server using the “Transport Server” role for windows servers.

Regarding the security profile of the TFTP directory, the TFTP directory only enables the TFTP user group to read and write to the directory. No other users are permitted to read or write to the directory.

To help accommodate the server, at the palo alto level, we enabled UDP port 69 across network segments. We also enabled UDP port 69 on the TFTP server (Windows Server 2012 Active Directory). We did not enable use for the external network.

To prevent the directory from being overrun, we have only given access to the directory to members in the TFTP user group. This will prevent extra, unauthorized users from connecting to the server.

Below is evidence of the TFTP service’s functionality:

Image 1: Windows Server 2016 successfully downloading a file from the TFTP server.